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MULTIPROTOCOL BGP (MBGP)
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MBGP Overview
MBGP: Multiprotocol BGP
Defined in RFC 2283 (extensions to BGP)
Can carry different types of routes
IPv4 Unicast IPv6 Unicast
IPv4 Multicast IPv6 Multicast
May be carried in same BGP session
Does not propagate multicast state info
Still need PIM to build Distribution Trees
Same path selection and validation rules
AS-Path, LocalPref, MED, ...
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*MBGP Overview

*Multiprotocol BGP (MBGP) is defined in RFC 2283. This RFC
defines extensions to the existing BGP protocol to allow it to
carry more than just IPv4 route prefixes. Examples of some of
the new types of routing information include (but are not limited
to):

*IPv4 prefixes for Unicast routing
*IPv4 prefixes for Multicast RPF checking
*IPv6 prefixes for Unicast routing

*A common misconception is that MBGP is a replacement for
PIM. This is incorrect. MBGP does not propagate any multicast
state information nor does it build any sort of multicast
distribution trees. MBGP can distribute unicast prefixes that can
be used for the multicast RPF check.

*Because MBGP is an extension to the existing BGP protocol,
the same basic rules apply to path selection, path validation, etc.

© 2001, Cisco Systems, Inc.
3270_07_2001_c1_X.scr



MBGP Overview
M

Separate BGP tables maintained
Unicast BGP Table (U-Table)
Multicast BGP Table (M-Table)
BGP ‘nlri’ keyword specifies which BGP Table
Allows different unicast/multicast topologies or policies

Unicast BGP Table (U-Table)
Contains unicast prefixes for unicast forwarding
Populated with BGP unicast NLRI

Multicast BGP Table (M-Table)

Contains unicast prefixes for RPF checking
Populated with BGP multicast NLRI

RST-1701
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*Routing Information Bases

*Previously, BGP only maintained a single BGP Table for IPv4
unicast prefixes. In the case of MBGP, separate BGP Tables
must be maintained for each type of routing information being
exchanged. This implies that a separate Unicast BGP Table (U-
Table) and a separate Multicast BGP Table (M-Table) can be
maintained by MBGP.

*A new “niri” keyword was added to the Cisco I0S
command structure to differentiate between the U-Table
and the M-Table. (Note: This keyword will soon be
depreciated in order to generalize MBGP for other
protocols such as IPv6. Consult you latest |IOS
Documentation for the correct syntax.)

*Unicast BGP Table (U-Table)

*This table contains the unicast prefixes that was
previously used by BGP for IPv4 unicast traffic
forwarding.

*Multicast BGP Table (M-Table)

*This new table contains the same type of unicast
prefixes contained in the U-Table except that the prefixes
stored in the M-Table are used to RPF check arriving
multicast traffic.
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MBGP Update Message

Address Family Information (AFI)
Identifies Address Type (see RFC1700)
AFI =1 (IPv4)
AFIl = 2 (IPv6)
Sub-Address Family Information (Sub-AFI)
Sub category for AFI Field
Address Family Information (AFI) =1 (IPv4)

Sub-AFl =1 (NLRI is used for unicast)
Sub-AFI =2 (NLRI is used for multicast RPF check)

9817_05_2004_X © 2004 Cisco Systems, Inc. All rights reserved 6

M

*Address Family Information (AFI)
*This field is based on the address families defined in RFC1700.
*AFl =1 (IPv4)
*AFIl = 2 (IPv6)
*Sub-Address Family Information (Sub-AFI)

*This field contains further information regarding the type of
routing information being exchanged in the NLRI field. The
following are the current definitions for Sub-AF| codes
associated with the IPv4 Address Family:

*Sub-AFI = 1 (NLRI is used for unicast routing)
*Sub-AFIl = 2 (NLRI is used for multicast RPF check)

*Sub-AFI = 3 (NLRI is used for both unicast routing and
multicast RPF checking
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PIM RPF Calculation Details

Static
Mroute
diable:

RPF
Calculation

(First Match)
[ Route/Mask, Dist>
(Default Dist. = 1)
(Best Path)
| Route/Mask, Dhs>
(iBGP Def. Dist.=20
(eBGP Def. Dist.=20)

(Longest Match)
[ Route/Mask, Dist>

Global Command: i p nul ti cast

(Use best
Distance
unless

“Longest
Match?” is
enabled.
If enabled,
use longest
Mask.)

Unicast

Routing
Table
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MBGP—Capability Negotiation

ﬂ

Keyword on neighbor command
nei ghbor <foo> renote-as <asn> nlri nulticast unicast
Configures router to negotiate either or both NLRI

If neighbor configures both or subset, common NRLI is
used in both directions

If there is no match, notification is sent and peering
doesn’t come up

RST-1701
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MBGP — Capability Negotiation

FJ 192.168.100.0/24 _2%
_

router bgp 123
nei ghbor 192. 168.100.2 renote-as 321 nlri unicast multicast

Sender

RST-1701
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*MBGP Capability Negotiation
*In this example, the router on the left is configured to peer with
the router on the right. The command:

*neighbor 192.168.100.2 remote-as 321 nlri unicast
multicast

. instructs the router on the left to attempt to negotiate both
unicast and multicast NLRI exchange.
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MBGP — Capability Negotiation

F 1 192.168.100.0/24 .2
\_w B

router bgp 321
nei ghbor 192.168.100.1 renote-as 123 nlri unicast multicast

AS 321

Sender
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9817_05_2004_X ©2004 Cisco Systems, Inc. All rights reserved. 10

*MBGP Capability Negotiation
*In this example, the router on the right is configured to peer with
the router on the left. The command:
nei ghbor 192.168. 100.1 renpte-as 123 nlri unicast
mul ti cast

instructs the router on the right to attempt to negotiate
both unicast and multicast NLRI exchange.

© 2001, Cisco Systems, Inc.
3270_07_2001_c1_X.scr



MBGP — Capability Negotiation

mP Session for Unicast an AS 321

AS 123 Multicast NLRI
Kl 192.168.100.0/24 2
——— G

\ /
A . open active, |ocal address 192.168.100.1
went from Active to OpenSent
sendi ng OPEN, version 4
OPEN rcvd, version 4

rcv OPEN w option paraneter type: 2, len: 6
OPEN has CAPABI LI TY code: 1, length 4

e
1

S GP:  192. 168. 100 OPEN has MP_EXT CAP for afi/safi: 1/1

BGP: 192.168. 100 rcv OPEN w option paraneter type: 2, len: 6
BGP: 192.168.100.2 OPEN has CAPABILITY code: 1, length 4
BGP: 192.168.100.2 OPEN has MP_EXT CAP for afi/safi: 1/2
BGP: 192.168.100.2 went from OpenSent to OpenConfirm
BGP: 192.168.100.2 went from OpenConfirmto Established

RST-1701
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192.192.25.0/24

*MBGP Capability Negotiation

*In this example, the two routers can be seen exchanging
Capabilities in the router debug message output. In this case,
both unicast and multicast NLRI has been successfully
negotiated. Therefore, both unicast and multicast NLRI will be
exchanged in this single MBGP peer session
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MBGP—NLRI Information
ﬂ

Unicast BGP Table

Net wor k Next - Hop Pat h

*>i 160.10. 1. 0/24  192.20.2.2 i

*>j 160.10.3.0/24 192.20.2.2 i
*>i192.192.2.0/24 192.168.200.2 300 200 i

\

BGP Update from Peer

[LIIP REACH_NLRI: 192.192.2/24
AFI: 1, Sub-AFI: 1 (unicast) .
AS_PATH: 300 200 —_— Multicast BGP Table
MED:

. Net wor k Next - Hop Pat h
Next-Hop: 192.168.200.2 *>i 160. 10. 1. 0/ 24 192.20.2. 2 i
*>j 160. 10. 3. 0/ 24 192.20.2.2 i

» Storage of arriving NLRI information depends on
AFI/SAFI fields in the Update message
* Unicast BGP Table only (AFI=1/SAFI=1 or old style NLRI)

RST-1701
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*Receiving Update Messages

«Storage of arriving NLRI information depends on the AFI/Sub-AFI fields in the
MP_REACH_NLRI attribute.

*In the above example, an Update message is received that contains an
MP_REACH_NLRI with an AFI/Sub-AFI = 1/1 which indicates that the
information is for the Unicast RIB. As a result, the information is processed by
the MBGP input process and written into the U-RIB as shown.
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MBGP—NLRI Information
ﬂ

Unicast BGP Table
Net wor k Next - Hop Pat h

*>j 160. 10. 1. 0/ 24 192.20.2.2 i
*>j 160. 10. 3.0/ 24 192.20.2.2 i

BGP Update from Peer

MP_REACH NLRI: 192.192.2/24

AFI: 1, Sub-AFI: 2 (multicast) .
[:S_PATH: 300 200 Multicast BGP Table

MED:
. Net wor k Next - Hop Pat h
Next-Hop: 192.168.200.2 £>i160.10.1.0/24  192.20.2.2 i
*>i 160.10.3.0/24  192.20.2.2 i
| *>j 192.192.2.0/24 192.168.200.2 300 200 i

» Storage of arriving NLRI information depends on
AFI/SAFI fields in the Update message
* Unicast BGP Table only (AFI=1/SAFI=1 or old style NLRI)
* Multicast BGP Table only (AFI=1/SAFI=2)

RST-1701
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*Receiving Update Messages

*In the above example, an Update message is received that contains an
MP_REACH_NLRI with an AFI/Sub-AFI = 1/2which indicates that the
information is for the Multicast RIB. As a result, the information is processed by
the MBGP input process and written into the M-RIB as shown.

© 2001, Cisco Systems, Inc.
3270_07_2001_c1_X.scr



MBGP—NLRI Information

Congruent Topologies

ﬂ;P Session for Unicastm AS 321

Multicast NLRI
192.168.100.0/24

router bgp 321
R2BSHIDIIZE nei ghbor 192.168. 100.1 renote-as 123 nlri unicast nulticast

network 192.192.25.0 255.255.255.0 nlri unicast nulticast
no aut o- sumary

192.192.25.0/24

RST-1701
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MBGP—NLRI Information
ﬂ

Incongruent Topologies

Unicast Traffic 192.168.100.0/24

Multicast Traffic
192.168.200.0/24

192.192.25.0/24

router bgp 321

network 192.192.25.0 nlri unicast nulticast
nei ghbor 192.168.100.1 renpte-as 123 nlri uni cast
nei ghbor 192.168.200.1 renmpte-as 123 nlri nulticast

RST-1701
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MBGP Syntax Change
ﬂ
NLRI Syntax

router bgp 5
network 171.69.214.0 nmask 255.255.255.0 nlri unicast multicast
nei ghbor 171.69.214.38 renote-as 2 nlri unicast
nei ghbor 171.69.214.50 renote-as 2 nlri multicast

Address-Family Syntax

router bgp 5
no bgp default i pv4-unicast
nei ghbor 171.69. 214. 38 renpte-as 2
nei ghbor 171.69.214.50 renote-as 2

address-fanmily ipv4 unicast

nei ghbor 171.69. 214. 38 activate

network 171.69.214.0 mask 255.255.255.0
exit-address-fam |y

address-fam |y ipv4 nulticast

nei ghbor 171.69.214.50 activate

network 171.69.214.0 nask 255. 255.255.0
exit-address-fam |y

RST-1701
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MBGP—Summary

ﬂ

Solves part of inter-domain problem
Can exchange multicast routing information
Uses standard BGP configuration knobs

Permits separate unicast and multicast
topologies if desired

Still must use PIM to:
Build distribution trees
Actually forward multicast traffic
PIM-SM recommended

RST-1701
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MULTICAST SOURCE

DISCOVERY PROTOCOL (MSDP)
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MSDP Overview
MSDP Example

MSDP Peers
Source Active SA
Messages -
Domain B sSA
RP
SA Message

192.1.1.1, 224.2.2.2

Register
192.1.1.1, 224.2.2.2

©2004 Cisco Systems, Inc. All rights reserved
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Domain E

RP

C

SA
Domain C

Join (*, 224.2.2.2)

Domain D

SA Message
192.1.1.1, 224.2.2.2
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MSDP Overview
MSDP Example

MSDP Peers

Domain B

RP

RST-1701
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Domain E
Domain C

RP

RP

Domain D

20
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MSDP Overview
MSDP Example

MSDP Peers
Domain B
: ’
RST-1701

9817_05_2004_X © 2004 Cisco Systems, Inc. Al rights reserved.

Domain E

Multicast Traffic

21

© 2001, Cisco Systems, Inc.
3270_07_2001_c1_X.scr

21



MSDP Overview
MSDP Example

MSDP Peers
Multicast Traffic

Domain B
- ’
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Domain E

RP

Domain D

22
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MSDP Overview
MSDP Example

MSDP Peers
Multicast Traffic

Domain B
- ’
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Domain E

v,
e
‘e
e
.

RP

Domain D
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MSDP SA Messages
ﬂ

MSDP Source Active (SA) Messages

Used to advertise active Sources in a domain

Carry 1st multicast packet from source
Hack for Bursty Sources (ala SDR)

SA Message Contents:
IP Address of Originator (RP address)
Number of (S, G)’s pairs being advertised
List of active (S, G)’s in the domain

Encapsulated Multicast packet

RST-1701
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Receiving SA Messages
Forwarding of SA messages < “RPF-check”

RPF Check Rules depend on peering
Rule 1: Sending MSDP peer = i(m)BGP peer
Rule 2: Sending MSDP peer = e(m)BGP peer
Rule 3: Sending MSDP peer != (m)BGP peer

Exceptions:

RPF check is skipped when:
Sending MSDP peer = Originating RP
Sending MSDP peer = Mesh-Group peer
Sending MSDP peer = only MSDP peer

(i.e. the ‘default-peer’ or the only ‘msdp-peer’ configured.)

RST-1701
9817_05_2004_X 2004 Cisco Systems, Inc. Al rights reserved. 25

*Receiving SA Messages

*RPF Check rules depend on the BGP peering between the
MSDP peers.

*Rule 1: Applied when the sending MSDP peer is also an
i(m)BGP peer.
*Rule 2: Applied when the sending MSDP peer is also an
e(m)BGP peer.
*Rule 3: Applied when the sending MSDP peer is not an
(m)BGP peer.

*RPF Checks are not done in the following cases:

+If the sending MSDP peer is the only MSDP Peer. This
would be the case if a single ‘mdsp-peer’ command is
configured or if only the ‘default-peer’ command is used.

+If the sending MSDP peer is a Mesh-Group peer.

*If the sending MSDP peer address is the RP address
contained in the SA message.

© 2001, Cisco Systems, Inc.
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RPF Check Rule 1
ﬂ

When MSDP peer = i(m)BGP peer
Find “Best Path” to RP in BGP Tables
Search MRIB first then URIB
If no path to Originating RP found, RPF Fails
Note “BGP peer” that advertised path
(i.e. IP Address of BGP peer that sent us this path)
Warning:
This is not the same as the Next-hop of the path!!!
i(m)BGP peers normally do not set Next-hop = Self.
This is also not necessarily the same as the Router-ID!
Rule 1 Test Condition:
MSDP Peer address = BGP peer address?
If Yes, RPF Succeeds

RST-1701
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*RPF Check Rule 1
. Applied when the sending MSDP peer is also an i(m)BGP peer.

*Search the BGP MRIB for the “best-path” to the RP that originated the SA
message. If a path is not found in the MRIB, search the URIB. If a path is still
not found, the RPF check fails.

*Determine the address of the “BGP Neighbor” for this path. (This is the
address of the BGP neighbor the sent us this path in a BGP Update message.)

*Be careful not to assume the “BGP Neighbor” address is the same as
the Next-Hop address in the path. Since i(m)BGP peers do not update
the Next-Hop attribute of a path, it is usually the case that the Next-Hop
address is not the same as the address of the BGP peer that sent us the
path.

*The “BGP Neighbor” address is also not necessarily the same as the
BGP “Router-1d” of the peer that sent us the path.

*Rule 1 Test:
«If the IP address of the sending MSDP peer is the same as the BGP

Neighbor address (i.e. the address of the BGP peer that sent us the
path), then the RPF check succeeds; otherwise it fails.

© 2001, Cisco Systems, Inc. 26
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Rule1: MSDP peer = i(m)BGP peer

— —

~

RP 7 < AS5

=<
Pnz.w.ej

i(m)BGP peer address = 172.16.3.1
(advertising best-path to RP)

MSDP Peer address = 172.16.3.1

MSDP Peer address = i(m)BGP Peer address

SA RPF Check Succeeds

show i p nmbgp 172.16.6.1
BGP Peer BGP routing table entry for 172.16.6.0/24, version 8745118
MSDP Peer == == == Paths: (1 _avai | abl e, best #1)

7 5, (received & used)
SA Message E==> 172.16.5.1 (metric 68096) from[172.16.3.1|(172.16.3. 1)
RST-1701
9817_05_2004_X © 2004 Cisco Systems, Inc. All rights reserved. 27

*Rule 1 Example 1

*In this example, router A receives an SA message originated by router G from
router E which is an i(m)BGP peer.

*Applying Rule 1, the following occurs:

*The best path in the BGP M-RIB for 172.16.6.1 (the originating RP) is
located.

*This best path was received from i(m)BGP peer, 172.16.3.1
*The sending MSDP peer address is also 172.16.3.1
*Therefore the RPF check Rule 1 succeeds.

© 2001, Cisco Systems, Inc. 27
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Rule1: MSDP peer = i(m)BGP peer

— —

~

RP 7 < AS5

=<
7"172.16.6.1

i(m)BGP Peer address = 172.16.3.1
(advertising best-path to RP)

MSDP Peer address = 172.16.4.1

MSDP Peer address !=i(m)BGP Peer address

SA RPF Check Fails

show i p nmbgp 172.16.6.1
BGP Peer BGP routing table entry for 172.16.6.0/24, version 8745118
MSDP Peer == == == Paths: (1 _avai | abl e, best #1)
7 5, (received & used)
SA Message E==> 172.16.5.1 (metric 68096) from[172.16.3.1|(172.16.3. 1)

RST-1701
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*Rule 1 Example 2

*In this example, router A receives the same SA message (originated by router
G) from router D which is an i(m)BGP peer.

*Applying Rule 1, the following occurs:

*The best path in the BGP M-RIB for 172.16.6.1 (the originating RP) is
located.

*This best path was received from i(m)BGP peer, 172.16.3.1
*The sending MSDP peer address is 172.16.4.1
*Therefore RPF check Rule 1 fails.

© 2001, Cisco Systems, Inc.
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Rule1: MSDP peer = i(m)BGP peer

— —

~

Common Mistake #1:

Failure to use same addresses for
MSDP peers as i(m)BGP peers!

RP 7 < AS5

=<
Pnz.w.ej

i(m)BGP Peer address = 172.16.3.1
(advertising best-path to RP)

MSDP Peer address = 172.16.20.1

MSDP Peer address !=i(m)BGP Peer address

SA RPF Check Fails

show i p nmbgp 172.16.6.1

BGP Peer BGP routing table entry for 172.16.6.0/24, version 8745118
MSDP Peer == == == Paths: (1 _avai | abl e, best #1)

7 5, (received & used)
SA Message E==> 172.16.5.1 (metric 68096) from[172.16.3.1|(172.16.3. 1)
RST-1701
9817_05_2004_X © 2004 Cisco Systems, Inc. Al rights reserved 29

*Rule 1 Common Mistake 1

*The most common mistake is for the MSDP and (m)BGP peering sessions to
the same router to use different IP addresses. In this example,

*The MSDP peer address to router C is 172.16.20.1
*The (m)BGP peer address to router C is 172.16.3.1

*Router A receives the SA message (originated by router G) from router E
which is an i(m)BGP peer.

*Applying Rule 1, the following occurs:

*The best path in the BGP M-RIB for 172.16.6.1 (the originating RP) is
located.

*This best path was received from router C which is the i(m)BGP peer
with an IP address of 172.16.3.1

*However, the sending MSDP peer (also router C) address is
172.16.20.1

*Therefore RPF check Rule 1 fails. (Even though the SA message
arrived via the correct path.)

© 2001, Cisco Systems, Inc. 29
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Rule1: MSDP peer = i(m)BGP peer

— —

~

Common Mistake #2:

Failure to follow i(m)BGP topology!
Can happen when RR’s are used.

RP 7 < AS5

=<
Pnz.w.ej

i(m)BGP Peer address = 172.16.1.1
(advertising best-path to RP)

MSDP Peer address = 172.16.3.1

ﬁ’ 172.16.1.1
| d‘// MSDP Peer address !=i(m)BGP Peer address
7’
~ @
-~ - - .
T -y SA RPF Check Fails
RP
AS100 show i p nmbgp 172.16.6.1
BGP Peer BGP routing table entry for 172.16.6.0/24, version 8745118
MSDP Peer == == == Paths: (1 available, best #1)
7 5, (received & used)
SA Message === 172.16.5.1 (metric 68096) from[I72.16.1.1](172.16.1.1)
RST-1701
9817_05_2004_X © 2004 Cisco Systems, Inc. Al rights reserved. 30

*Rule 1 Common Mistake 2

*The other common mistake is to failure of the MSDP topology to follow the
i(m)BGP peering topology. This can happen when Route Reflectors are used.

In this example,
*The MSDP peer address of router E is 172.16.3.1
*The i(m)BGP peer router is the Route Reflector “RR” whose peer
address is 172.16.1.1
*Router A receives an SA message (originated by router G) from router E which
is the MSDP peer.
*Applying Rule 1, the following occurs:
*The best path in the BGP M-RIB for 172.16.6.1 (the originating RP) is
located.
*This best path was received from the Route Reflector which is the
i(m)BGP peer with an IP address of 172.16.1.1
*However, the sending MSDP peer is router E whose address is
172.16.20.1
*Therefore RPF check Rule 1 fails.

© 2001, Cisco Systems, Inc. 30
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RPF Check Rule 2
ﬂ

When MSDP peer = ¢(m)BGP peer

Find (m)BGP “Best Path” to RP

Search MRIB first then URIB

If no path to Originating RP found,
RPF Fails

Rule 2 Test Condition:

First AS in path to the RP = MSDP peer?
If Yes, RPF Succeeds

RST-1701
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*RPF Check Rule 2
. Applied when the sending MSDP peer is also an e(m)BGP peer.

*Search the BGP MRIB for the “best-path” to the RP that originated the SA
message. If a path is not found in the MRIB, search the URIB. If a path is still
not found, the RPF check fails.

*Rule 2 Test:

*If the first AS in the ‘best-path’ to the RP is the same as the AS of the
e(m)BGP peer (which is also the sending MSDP peer), then the RPF
check succeeds; otherwise it fails.

© 2001, Cisco Systems, Inc.
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Rule2: MSDP peer = e(m)BGP peer

ﬁ/}’\—b =
RP s AS5

(=X

7’172.16.6.1

First-AS in best-path to RP = 3
AS of MSDP Peer =3

First-AS in best-path to RP = AS of ¢(m)BGP Peer
SA RPF Check Succeeds

Router A's BGP Table
Net wor k Next Hop Pat h
*> 172.16. 3.0/ 24 172.16.3.1 i
172.16.3.0/ 24 172.16.4.1 13
*> 172.16.4.0/ 24 172.16.4.1 1
172.16.4.0/ 24 172.16.3.1 3 1
BGP Peer *> 172.16.5.0/ 24 172.16.4.1 37
MSDP Peer == == = 172.16.5.0/ 24 172.16.3.1 137 |
*> 172.16.6.0/24  172.16.3.1 [3]7 5 i
SA Message E===)> 172.16. 6. 0/ 24 172.16.4.1 1375
RST-1701
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*Rule 2 Example 1

*In this example, router A receives an SA message originated by router G via
router E which is an e(m)BGP peer.

*Applying Rule 2, the following occurs:

*The best path in the BGP M-RIB for 172.16.6.1 (the originating RP) is
located.

*The first-hop AS in the best path to the originating RP is AS3.

*The origin AS of the sending MSDP peer (172.16.3.1) is also AS3. (This
is determined by locating the best-path to the MSDP peer and then
finding the last AS in the AS-Path list.)

*Therefore the RPF check Rule 2 succeeds.

© 2001, Cisco Systems, Inc.
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Rule2: MSDP peer = e(m)BGP peer

First-AS in best-path to RP = 3
AS of MSDP Peer =1

First-AS in best-path to RP != AS of e(m)BGP Peer
SA RPF Check Fails!

Router A's BGP Table

Net wor k Next Hop Pat h

*> 172.16.3.0/ 24 172.16.3.1 3
172.16.3.0/ 24 172.16.4.1 1

*> 172.16.4.0/24  172.16.4.1  [1]i

172.16.4.0/ 24 172.16.3.1

t

|

3

1

31

*> 172.16.5.0/ 24 172.16.3.1 37
13

7

3

i
BGP Peer i
172.16.5. 0/ 24 172.16.4. 1 7 i
MSDP Peer == = = *> 172.16.6.0/24  172.16.3.1 5 i
SA Message E===)> 172.16.6. 0/ 24 172.16.4.1 13 7 5 i
RST-1701
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*Rule 2 Example 2

*In this example, router A receives the same SA message (originated by router
G) via router D which is also an e(m)BGP peer.

*Applying Rule 2, the following occurs:

*The best path in the BGP M-RIB for 172.16.6.1 (the originating RP) is
located.

*The first-hop AS in the best path to the originating RP is AS3.

*The origin AS of the sending MSDP peer (172.16.4.1) is not AS3, it is
AS1. (This is determined by locating the best-path to the MSDP peer
and then finding the last AS in the AS-Path list.)

*Therefore the RPF check Rule 2 fails.

© 2001, Cisco Systems, Inc.
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RPF Check Rule 3
ﬂ

When MSDP peer != (m)BGP peer

Find (m)BGP “Best Path” to RP
Search MRIB first then URIB
If no path to Originating RP found, RPF Fails
Find (m)BGP “Best Path” to MSDP peer
Search MRIB first then URIB
If no path to sending MSDP Peer found, RPF Fails
Note AS of sending MSDP Peer
Origin AS (last AS) in AS-PATH to MSDP Peer
Rule 3 Test Condition:

First AS in path to RP = Sending MSDP Peer AS ?
If Yes, RPF Succeeds

RST-1701
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*RPF Check Rule 3
. Applied when the sending MSDP peer is not an (m)BGP peer at all.

*Search the BGP MRIB for the “best-path” to the RP that originated the SA
message. If a path is not found in the MRIB, search the URIB. If a path is still
not found, the RPF check fails.

*Search the BGP MRIB for the “best-path” to the MSDP peer that sent us the
SA message. If a path is not found in the MRIB, search the URIB. If a path is
still not found, the RPF check fails.

*Note the AS of MSDP peer that sent us the SA. (This is the “origin AS” which
is the last AS in the AS-PATH to the MSDP peer.)

*Rule 3 Test:

«If the first AS in the ‘best-path’ to the RP is the same as the AS of the
sending MSDP peer, then the RPF check succeeds; otherwise it fails.

© 2001, Cisco Systems, Inc.
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Rule3: MSDP peer != BGP peer

First-AS in best-path to RP = 3
AS of MSDP Peer =3

First-AS in best-path to RP = AS of MSDP Peer
SA RPF Check Succeeds

Router A's BGP Table
/ Net wor k Next Hop Pat h
) *> 172.16. 3.0/ 24 172.16.3.1 i
172.16.3.0/ 24 172.16.4.1 13
*> 172.16.4.0/ 24 172.16.4.1 1
172.16.4.0/ 24 172.16.3.1 3 1
BGP Peer *> 172.16.5.0/ 24 172.16.4.1 37
MSDP Peer == == = 172.16.5.0/ 24 172.16.3.1 137
*> 172.16.6.0/24  172.16.3.1 [3]7 5 i
SA Message E===)> 172.16. 6. 0/ 24 172.16.4.1 1375
RST-1701
9817_05_2004_X © 2004 Cisco Systems, Inc. All rights reserved. 35

*Rule 3 Example 1

*In this example, router A receives an SA message originated by router G via
router E which is neither an i(m)BGP peer nor an e(m)BGP peer.

*Applying Rule 3, the following occurs:

*The best path in the BGP M-RIB for 172.16.6.1 (the originating RP) is
located.

*The first-hop AS in the best path to the originating RP is AS3.

*The origin AS of the sending MSDP peer (172.16.3.1) is also AS3. (This
is determined by locating the best-path to the MSDP peer and then
finding the last AS in the AS-Path list.)

*Therefore the RPF check Rule 3 succeeds.
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Rule3: MSDP peer != BGP peer

First-AS in best-path to RP = 3
AS of MSDP Peer =1

First-AS in best-path to RP != AS of MSDP Peer
SA RPF Check Fails
Router A's BGP Table

Net wor k Next Hop Pat h

/

y; *> 172.16.3.0/ 24 172.16.3.1 3
172.16.3.0/ 24 172.16.4.1 1 3 i

*> 172.16.4.0/24  172.16.4.1 [i]i
172.16.4.0/24  172.16.3.1

t

|

3

1

31

BGP Peer *> 172.16.5.0/ 24 172.16.4.1 & 7
13

7

3

MSDP Peer — — — 172.16. 5. 0/ 24 172.16.3. 1 i
*> 172.16.6.0/24  172.16.3.1 [

SA Message E===)> 172. 16. 6. 0/ 24 172.16.4.1 1 5 i

RST-1701
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*Rule 3 Example 2

*In this example, router A receives the same SA message (originated by router
G) via router D which is neither an i(m)BGP peer nor an e(m)BGP peer.

*Applying Rule 3, the following occurs:

*The best path in the BGP M-RIB for 172.16.6.1 (the originating RP) is
located.

*The first-hop AS in the best path to the originating RP is AS3.

*The origin AS of the sending MSDP peer (172.16.4.1) is AS1. (This is
determined by locating the best-path to the MSDP peer and then finding
the last AS in the AS-Path list.)

*Therefore the RPF check Rule 3 fails.
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Rule3: MSDP peer != BGP peer
\

More flexibility with
MSDP peer placement

First-AS in best-path to RP = 3

AS of MSDP Peer =3

BGP Peer
MSDP Peer == == == First-AS in best-path to RP = AS of MSDP Peer
SA Message E===m)> SA RPF Check Succeeds
RST-1701
9817_05_2004_X © 2004 Cisco Systems, Inc. All rights reserved. 37
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MSDP Configuration
ﬂ

Configure peers

ip medp peer <ip-address> [connect-source <i/f>]

Configure default peer

ip medp default-peer <ip-address> [prefix-list acl]

Mesh groups

ip medp nesh-group <nane> <i p-address>

RST-1701
9817_05_2004_X © 2004 Cisco Systems, Inc. All rights reserved. 38
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MSDP Mesh-Group Example

ip medp peer R2
ip medp peer R3 SA not forwarded to other

ip medp nmesh-group My-G oup R2 members of the mesh-group
ip medp nmesh-group My-G oup R3

=
@ SA @RZ$KSQ @

R4 R5
R3

ip nsdp peer Rl
ip nmedp peer R3
ip nedp peer R4
ip msdp nesh-group My-Group R1
ip msdp nesh-group My-Group R3

ip medp peer Rl
ip medp peer R2
ip medp peer R5
ip medp nmesh-group My-G oup RL
ip medp nmesh-group My-G oup R2

MSDP mesh-group peering

RST-1701
9817_05_2004_X © 2004 Cisco Systems, Inc. All rights reserved 39

*MSDP Mesh-Group Example.

*In the above example, routers R1, R2 and R3 are all configured
as members of the same MSDP mesh-group. In addition, router
R1 is also MSDP peering with router R4 and router R3 is MSDP
peering with router R5. Neither R4 nor R5 are members of the
MSDP mesh-group.

*Assume router R4 originates an SA message for a source in its
local PIM-SM domain. This message is sent to route R2 as
shown in the drawing above.

*When router R2 receives this SA message, it must perform an
RPF check on the message because it was received from an
MSDP peer that is not a member of the mesh-group.

*In this case the RPF check is successful and router R2 floods
the SA message (received from a non-mesh-group member) to
all other members of the mesh-group.

*When routers R1 and R3 receive the SA message from mesh-
group member R2, they do not have to perform an RPF check
on the arriving message nor do they flood the SA message to
each other since they are both members of the mesh-group.
(They know that the other members of the mesh-group will have
received a copy directly from R2 and therefore they do not have
to forward the SA message to each other. This is why a full
mesh between mesh-group members is required.)

© 2001, Cisco Systems, Inc*Finally, router R3 floods the SA message to all of its MSDP
3270_07_2001_c1 X:scr  naarg that are not members of the mesh-group. In this case, the



Intradomain MSDP peering scenarios

To prevent loops, 2nd
Tier mesh groups must
~ hot peer directly with
~ each other.
N

N\
\
N\ NO!!
o
\

\\

Core Mesh A

RST-1701 MSDP Peer == == ==
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MSDP Configuration
ﬂ

RFC 3618
Filtering

Can filter SA in/out, groups, with acls or route-
maps

For configuration commands see:

ftp://ftpeng.cisco.com/ipmulticast/Multicast-
Commands

For MSDP BCP (Best Current Practice) Draft:
draft-ietf-mboned-msdp-deploy-06.txt

RST-1701
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MSDP Enhancements
ﬂ

New IOS command
Ip medp rpf rfc3618

MSDP SA RPF check using IGP
Accept SA’s from BGP NEXT HOP

Accept SA’s from closest peer along the best path
to the originating RP

“show ip msdp rpf”’
12.0(27)S

RST-1701
9817_05_2004_X © 2004 Cisco Systems, Inc. Al rights reserved 42
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MSDP RPF check using IGP
ﬂ

When MSDP peer = IGP peer (No BGP)

Find best IGP route to RP
Search URIB

If route to Originating RP found and:
If IGP next hop (or advertiser) address for RP is the
MSDP peer and in UP state, then that is the RPF
peer.

If route not found: Fall through to the next rule.

RST-1701
9817_05_2004_X © 2004 Cisco Systems, Inc. All rights reserved. 43
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IGP Rule: MSDP peer = IGP peer (Next ho

MSDP Peer = 3.1.1.1
IGP next hop to originating RP = 3.1.1.1

IGP next hop to originating RP = MSDP peer
SA RPF Check Succeeds

Rout er A#show ip route 2.1.1.1

Routing entry for 2.1.1.0/24
Known via "ospf 1", distance 110, netric 20, type intra area
Last update from3.1.1.1 on Ethernet2, 00:35:10 ago

OSPF neighbor

Routing Descriptor Bl ocks:
MSDP Peer == == == *13.1.1.1) from4.1.1.1, 00:35:10 ago, via Ethernet2
SA Message E==—x> Route netric is 20, traffic share count is 1
RST-1701
9817_05_2004_X © 2004 Cisco Systems, Inc. Al rights reserved 44

*Rule 2 Example 1

*In this example, router A receives an SA message originated by router G via
router E which is an e(m)BGP peer.

*Applying Rule 2, the following occurs:

*The best path in the BGP M-RIB for 172.16.6.1 (the originating RP) is
located.

*The first-hop AS in the best path to the originating RP is AS3.

*The origin AS of the sending MSDP peer (172.16.3.1) is also AS3. (This
is determined by locating the best-path to the MSDP peer and then
finding the last AS in the AS-Path list.)

*Therefore the RPF check Rule 2 succeeds.

© 2001, Cisco Systems, Inc.
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IGP Rule: MSDP peer = IGP peer (Advertiser

F\
Souf /\j
/ MSDP Peer = 4.1.1.1
=

IGP next hop to originating RP =3==~=

I IGP advertiser to originating RP =4.1.1.1

1
/
/ IGP advertiser to originating RP = MSDP peer
SA RPF Check Succeeds

Rout er A#show ip route 2.1.1.1

Routing entry for 2.1.1.0/24
Known via "ospf 1", distance 110, netric 20, type intra area
Last update from3.1.1.1 on Ethernet2, 00:35:10 ago

OSPF neighbor

Routing Descriptor Bl ocks:
MSDP Peer == == == *|3. 1.1. 1] from[4.1.1.1] 00:35: 10 ago, via Ethernet2
SA Message E==—x> Route netric is 20, traffic share count is 1
RST-1701
9817_05_2004_X © 2004 Cisco Systems, Inc. All rights reserved. 45

*Rule 2 Example 1

*In this example, router A receives an SA message originated by router G via
router E which is an e(m)BGP peer.

*Applying Rule 2, the following occurs:

*The best path in the BGP M-RIB for 172.16.6.1 (the originating RP) is
located.

*The first-hop AS in the best path to the originating RP is AS3.

*The origin AS of the sending MSDP peer (172.16.3.1) is also AS3. (This
is determined by locating the best-path to the MSDP peer and then
finding the last AS in the AS-Path list.)

*Therefore the RPF check Rule 2 succeeds.

© 2001, Cisco Systems, Inc.
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SA’s accepted from Next Hop

—

- ~
w
=<
%72.16.6.1

i(m)BGP Peer address = 172.16.1.1
(Advertiser of next hop)

MSDP Peer address = 172.16.3.1

| Nexthop self But, BGP next hop = 172.16.3.1

MSDP Peer address = BGP next hop address

SA RPF Check Succeeds

show i p nmbgp 172.16.6.1
BGP Peer BGP routing table entry for 172.16.6.0/24, version 8745118
MSDP Peer == == == Paths: (1 _avai | abl e, best #1)

7 5, (received & used)
SA Message E==> 172.16.3. L|(metric 68096) from[172.16.1. 1](172.16.1. 1)
RST-1701
9817_05_2004_X © 2004 Cisco Systems, Inc. Al rights reserved 46

*Rule 1 Common Mistake 2

*The other common mistake is to failure of the MSDP topology to follow the

i(m)BGP peering topology. This can happen when Route Reflectors are used.
In this example,

*The MSDP peer address of router E is 172.16.3.1

*The i(m)BGP peer router is the Route Reflector “RR” whose peer
address is 172.16.1.1

*Router A receives an SA message (originated by router G) from router E which
is the MSDP peer.

*Applying Rule 1, the following occurs:

*The best path in the BGP M-RIB for 172.16.6.1 (the originating RP) is
located.

*This best path was received from the Route Reflector which is the
i(m)BGP peer with an IP address of 172.16.1.1

*However, the sending MSDP peer is router E whose address is
172.16.20.1

*Therefore RPF check Rule 1 fails.

© 2001, Cisco Systems, Inc. 46
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Accept SA along RPF path

- - —_ RP
afe afe aofe o
<==(_ Asf —— AS2 — AS3 —— AS4
= N \——7——\ 4 *"——»\ y & 4
WS- “woo
-

Existing Rule: If first AS in best path to the RP != MSDP peer
RPF Fails

New code: Choose peer in CLOSEST AS along best AS path to the RP.
Loosens rule a bit.

RPF Succeeds.

BGP Peer
MSDP Peer == == ==
SA Message E===)>

RST-1701
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© 2001, Cisco Systems, Inc.
3270_07_2001_c1_X.scr



New MSDP RPF command
ﬂ

Router-A# show ip medp rpf 2.1.1.1

RPF peer information for Router-B (2.1.1.1)
RPF peer: Router-C (3.1.1.1)
RPF route/ mask: 2.1.1.0/24
RPF rule: Peer is |IGP next hop of best route
RPF type: unicast (ospf 1)

RST-1701
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MBGP/MSDP EXAMPLES

RST-1701
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MSDP Application—Anycast RP
RFC 3446 Anycast RP mechanism using PIM
and MSDP

Within a domain, deploy more than one
RP for the same group range

Give each RP the same IP address
assignment

Sources and receivers use closest RP

Used intra-domain to provide redundancy and
RP load sharing

© 2001, Cisco Systems, Inc.
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MSDP Application—Anycast RP

Sources from one RP are made known to
other RPs using MSDP

When an RP goes down, sources and
receivers are taken to new RP via unicast
routing

Fast convergence

RST-1701
9817_05_2004_X

51

© 2001, Cisco Systems, Inc.
3270_07_2001_c1_X.scr

51



Anycast RP—Overview

RST-1701
9817_05_2004_X © 2004 Cisco Systems, Inc. Al rights reserved.
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Anycast RP—Overview
ﬂ

RST-1701
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Anycast RP Configuration

ip pimrp-address 10.0.0.1 ip pi mrp-address 10.0.0.1

Interface | oopback 0 Interface | oopback 0
ip address 10.0.0.2 255. 255. 255. 255 ip address 10.0.0.3 255. 255. 255. 255

Interface | oopback 1 Interface | oopback 1

ip address 10.0.0.1 255. 255. 255. 255 ip address 10.0.0.1 255. 255. 255. 255
! !
ip nmedp peer 10.0.0.3 connect-source | oopback 0 ip medp peer 10.0.0.2 connect-source | oopback 0
ip nmedp originator-id | oopback O ip nedp originator-id | oopback O
RST-1701
9817_05_2004_X © 2004 Cisco Systems, Inc. All rights reserved. 54

*Anycast RP Example

*In this example, two Anycast RP’s are configured with the same IP address,
10.1.1.1, using Loopback 0.

*Each are connected via MSDP using their Loopback 1 addresses, 10.0.0.1 and
10.0.0.2.

*(Yes, you must use some other address in the ‘ip msdp peer commands
than 10.0.0.1.)

© 2001, Cisco Systems, Inc.
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MBGP/MSDP
Single Homed Customer

BackUp - Slides

RST-1701
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Single-Homed, Customer RP, Non-MIBGP

Tail-site Customer Transit AS109
RP_

pos0/0 1.1.1.1

pos0/0 1.1.1.2

int pos0/0
i p pi msparse-node

i p pi mbsr-border

—_— 192.16¢ ip multicast boundary 1

ip medp sa-filter out 1.1.1.2 111
ip medp sa-filter in 1.1.1.2 111

Note: Access-list 111 = Recommended SA Filter
5517, 08, 2004_X

© 2004 Cisco Systems, Inc. All rights reserved.
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Single-Homed, Customer RP, Non-MIBGP

Tail-site Customer Transit AS109

pos0/0 1.1.1.1 pos0/0 1.1.1.2
—

i nt pos0/0
i p pi msparse-npde
i p pi mbsr-border
ip multicast boundary 1

ip medp sa-filter out 1.1.1.1 111
ip medp sa-filter in 1.1.1.1 111

Note: Access-list 111 = Recommended SA Filter

RST-1701
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Single-Homed, Customer RP, Non-MIBGP
MSDP RPF Check

Tail-site Customer Transit AS109

RP_. 0/01.1.1.1 pos0/0 1.1.1.2

I 1 ip medp peer 1.1.1.1 connect-source pos0/0
71 192.168.100.0/2 \\/\

ip medp peer 1.1.1.2 connect-source pos0/0

RST-1701
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Single-Homed, Customer RP, Non-MIBGP
Multicast RPF Check

Tail-site Customer Transit AS109

posOIO 1.1.11 pos0/0 1.1.1.2

/

|proute000000001112

ip route 192.168.100.0 255.255.255.0 1.1.1.1

router bgp 109

network 192.168.100.0 nlri unicast multicast

RST-1701
9817_05_2004_X
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Single-Homed, Customer RP, MBGP

NANOG SLC Transit AS
RP

pos0/0 1.1.1.1

MBGP

pos0/0 1.1.1.2
4.4.4.4

@ int pos0/0

i p pi msparse-node
i p pi mbsr-border
ip multicast boundary 1

Recei ip nedp sa-filter out 3.3.3.3 111
celver ip medp sa-filter in 3.3.3.3 111

Note: Access-list 111 = Recommended SA Filter
5517, 08, 2004_X

© 2004 Cisco Systems, Inc. All rights reserved.
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RST-1701
9817_05_2004_X

NANOG SLC
RP.

pos0/0 1.1.1.1

Single-Homed, Customer RP, MBGP

Transit AS

MBGP pos0/0 1.1.1.2

MSDP

i nt pos0/0
i p pi msparse-nopde
i p pi mbsr-border
ip multicast boundary 1

ip medp sa-filter out 4.4.4.4 111
ip medp sa-filter in 4.4.4.4 111

© 2004 Cisco Systems, Inc. All rights reserved. 61
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Single-Homed, Customer RP, MBGP

MSDP RPF Check

NANOG SLC Transit AS

RP pos0/0 1.1.1.1 MBGP

pos0/0 1.1.1.2@
4.4.42\ MSDP

i p nmedp peer 3.3.3.3 connect-source pos0/0

\

192.168.100.0/2

ip medp peer 4.4.4.4 connect-source pos0/0

RST-1701
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Single-Homed, Customer RP, MBGP
Multicast RPF Check

NANOG SLC Transit AS

RP_. pos0/0 1.1.1.1 MBGP pos0/0 1.1.1.2@
—
/\/ j MSDP

router bgp 100
network 192.168.100.0 nlri unicast nulticast
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nei ghbor 1.1.1.2 update-source pos0/0
.168.100. RP RP
\yz,z,z 2.2.2.
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nei ghbor 1.1.1.1 renote-as 100 nlri unicast multicast
nei ghbor 1.1.1.1 update-source pos 0/0

RST-1701
9817_05_2004_X © 2004 Cisco Systems, Inc. Al rights reserved. 63

© 2001, Cisco Systems, Inc.
3270_07_2001_c1_X.scr



Dual-Homed, Customer RP, MBGP
Incongruent Multicast—Unicast

Transit AS109

Customer AS100 pos0/0 1.1.1.2
Multicast

RE W Transit

RP

1_|_ Transit AS110
int pos0/0 pos0/0 1.1.2.2
i p pi msparse-node
= 192.4€ i bi m bsr - bor der \
ip multicast boundary 1 @

int posl/0

Unicast
Transit

ip medp sa-filter out 1.1.1.2 111
ip medp sa-filter in 1.1.1.2 111
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Dual-Homed, Customer RP, MBGP
Incongruent Multicast—Unicast

Customer AS100 pos0/0 1.1.1.2

RPW

RP

L

SN pos0/0 1.1.2.
— 192.168.10( i Nt pos0/ 0

. . \
i p pi m spar se-node @
i p pi mbsr-border

ip multicast boundary 1

ip medp sa-filter out 1.1.1.1 111
ip medp sa-filter in 1.1.1.1 111
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Dual-Homed, Customer RP, MBGP
Incongruent Multicast—Unicast

Transit AS109

Customer AS100 pos0/0 1.1.1.2
RP pos0/0 1.1.1.1

Multicast
Transit

Transit AS110
pos0/0 1.1.2.2

Unicast
Transit

Hey, this site knows no nmulticast
so there is no PIMto constrain
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Dual-Homed, Customer RP, MBGP
Incongruent Multicast—Unicast

MSDP RPF Check Transit AS109

Customer AS100 pos0/0 1.1.1.2
posOIO1 111

Multicast
Transit

RP
0s1/01.1.2.1
ip medp peer 1.1.1.2 connect-source pos0/0 Transit AS110
-|—|— W/o 1.1.2.2
192.168.100.0/2 @
ip medp peer 1.1.1.1 connect-source pos0/0 ( Unicast

Transit

Again, no nulticast clue..
Then no MSDP peeri ng.
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Dual-Homed, Customer RP, MBGP
Incongruent Multicast—Unicast

Multicast RPF Check Transit AS109

Customer AS100 pos0/0 1.1.1.2
Multicast

RE W Transit

RP

Transit AS110
pos0/0 1.1.2.2

L

i 192.168.100.0/2

router bgp 100

network 192.168.100.0 nlri unicast multicast
nei ghbor 1.1.1.2 renote-as 109 nlri nulticast
nei ghbor 1.1.1.2 update-source pos 0/0

nei ghbor 1.1.2.2 renote-as 110 nrli uni cast
nei ghbor 1.1.2.2 update-source pos 1/0

Receiver Unicast

Transit

RST-1701
9817_05_2004_X © 2004 Cisco Systems, Inc. All rights reserved. 68

© 2001, Cisco Systems, Inc.
3270_07_2001_c1_X.scr



Dual-Homed, Customer RP, MBGP
Incongruent Multicast—Unicast

Multicast RPF Check

Customer AS100 pos0/0 1.1.1.2
RE W

RP

router bgp 109
nei ghbor 1.1.1.1 renote-as 100 nlri nulticast
nei ghbor 1.1.1.1 update-source pos 0/0
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Dual-Homed, Customer RP, MBGP
Incongruent Multicast—Unicast

Multicast RPF Check Transit AS109

Customer AS100 pos0/0 1.1.1.2 e
ulticas
RE W Transit

RP

Transit AS110
pos0/0 1.1.2.2

Unicast
Transit
router bgp 110
nei ghbor 1.1.1.1 renote-as 100
nei ghbor 1.1.1.1 update-source pos0/0

RST-1701
9817_05_2004_X © 2004 Cisco Systems, Inc. All rights reserved. 70

© 2001, Cisco Systems, Inc.
3270_07_2001_c1_X.scr



Dual-Homed, Customer RP, MBGP
Congruent Multicast—Unicast

Transit AS109

Customer AS100 pOSO/O 11.1.2
Unicast & Multicast

RE W Transit

RP
No 1.1.2.1

U int pos0/0 .
i p pi m sparse-node Transit AS110
i p pi mbsr-border pos0/0 1.1.2.2
ip multicast boundary 1
~{ 192.168. . ot posi/o N

i p pi msparse-node
i p pi mbsr-border
ip multicast boundary 1

ip medp sa-filter out 1.1.1.2 111
ip medp sa-filter in 1.1.1.2 111
ip nmedp sa-filter out 1.1.2.2 111
ip medp sa-filter in 1.1.2.2 111

RP Unicast & Multicast
Transit
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Dual-Homed, Customer RP, MBGP
Congruent Multicast—Unicast

Customer AS100 pos0/0 1.1.1.2

RPW

RP

L

i nt pos0/0
i p pi msparse-node
i p pi mbsr-border
ip multicast boundary 1

ip nmedp sa-filter out 1.1.1.1 111
ip medp sa-filter in 1.1.1.1 111

RST-1701
9817_05_2004_X © 2004 Cisco Systems, Inc. All rights reserved

Unicast & Multicast

W/o 11.2.2
i 192.168.100.n/° @

RP Unicast & Multicast

Transit AS109

Transit

Transit AS110

Transit

72

© 2001, Cisco Systems, Inc.
3270_07_2001_c1_X.scr

72



Dual-Homed, Customer RP, MBGP
Congruent Multicast—Unicast

Transit AS109

Customer AS100 pOSO/O 11.1.2
Unicast & Multicast

RE W Transit

RP

Transit AS110
pos0/0 1.1.2.2

RP Unicast & Multicast
Transit

i nt pos0/0
i p pi msparse-node
i p pi mbsr-border
ip multicast boundary 1

ip nmedp sa-filter out 1.1.2.1 111
ip medp sa-filter in 1.1.2.1 111
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Dual-Homed, Customer RP, MBGP
Congruent Multicast—Unicast

MSDP RPF Check Transit AS109

Customer AS100 pOSO/O 11.1.2
Unicast & Multicast

RE W Transit

RP
Nuo 1.1.2.1

la ip medp peer 1.1.1.2 connect-source pos0/0
ip medp peer 1.1.2.2 connect-source posl/0 Transit AS110

= 192.168.100.0/2 i

Receiver ip nmsdp peer 1.1.1.1 connect-source pos0/0

RP Unicast & Multicast
Transit

ip medp peer 1.1.2.1 connect-source pos0/0
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Dual-Homed, Customer RP, MBGP
Congruent Multicast—Unicast

Multicast RPF Check Transit AS109

Customer AS100 pos0/0 1.1.1.2
RP pos0/0 1.1.1.1

Unicast & Multicast
Transit

RP

Transit AS110
pos0/0 1.1.2.2

Jnicast & Multicast
Transit

network 192.168.100.0 nlri uni cast nulticast

nei ghbor 1.1.1.2 renote-as 109 nlri unicast multicast
nei ghbor 1.1.1.2 update-source pos0/0
nei ghbor 1.1.2.2 renote-as 110 nlri unicast multicast
nei ghbor 1.1.2.2 update-source posl/0
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Dual-Homed, Customer RP, MBGP
Congruent Multicast—Unicast

Multicast RPF Check Transit AS109

Customer AS100 pOSO/O 11.1.2
Unicast & Multicast

RE W Transit

RP

Transit AS110
wlo 11.2.2

Receiver ‘™D Unijcast & Multicast

router bgp 109 Transit
nei ghbor 1.1.1.1 renote-as 100 nlri unicast multicast
nei ghbor 1.1.1.1 update-source pos 0/0
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Dual-Homed, Customer RP, MBGP
Congruent Multicast—Unicast

Multicast RPF Check Transit AS109

Customer AS100 pOSO/O 11.1.2
Unicast & Multicast

RE W Transit

RP

Transit AS110
pos0/0 1.1.2.2

RP Unicast & Multicast
Transit

router bgp 110
nei ghbor 1.1.2.1 renote-as 100 nlri unicast multicast
nei ghbor 1.1.2.1 update-source pos0/0
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GLOP—Static Allocation of 233/8

Temporary allocation of 233/8
RFC 2770

Statically assigned by mapping AS number
into middle octets

http://gigapop.uoregon.edu/glop/index.html

Provides each AS with /24 addresses to use
while waiting another solution
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GLOP—Static Allocation of 233/8

The hexadecimal value of 5662 is 161E. 16 hex

get 233.22.30.0/24.

The lazy (smart?) way to calculate your GLOP
address space is by entering it here and it will
calculate if for you:

http:/lwww.ogig.net/glop/

RST-1701
9817_05_2004_X

equals 22 decimal and 1E hex equals 30 decimal. We
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Wonderful Bedtime Stories
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